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NIST Multi-Cloud Security Public Working Group (MCSPWG) 

DRAFT Meeting Minutes 

Meeting #4, March 14, 2022 
 
 

1.    The meeting started at 3:05 PM ET, March 14, 2022. 
 Attendance: 26 attendees – see Annex B for the list captured on screen during the 

meeting. See Annex C on a screen shot of the meeting chat. 
 No presentation used for the meeting or recording made of the meeting.   
 No comments on the meeting minutes of meeting #3, February 28, 2022. Meeting 

minutes were uploaded on Friday following the meeting. 
 Draft meeting agenda (see Annex A) includes teleconference <bluejeans> 

information is generally will be emailed on Friday prior to the next meeting. 
  
2.    Many members (see Annex C) expressed interest to join different groups and were 

added to the groups’ SLACK channel. [Post meeting note: Annex D is an updated list of 
members.  Individual must first be subscribed as a member before the NIST 
Administrator will add to the MCSPWG SLACK Channel.  Only those in the MCSPWG 
SLACK channel can be added to groups.]   

 
2.1 Michaela raised concerns of increasing group members that can increase “noise” and 

may contribute to unproductive environment. 
 

Zero Trust 
solutions in a 
multi-cloud 
ecosystem - 
ICAM 

Zero Trust 
solutions in a 
multi-cloud 
ecosystem – 
Access Control 

Authorization/
Certification of 
multi-cloud 
solutions - Risk 
Management 

Authorization/
Certification of 
multi-cloud 
solutions – 
Continuous 
Monitoring 

TIC 3.0 Data 
Exchange 
Security for 
Interconnected 
CSPs 

Gregory 
Thomas 
Katy Craig 
+ 12 members 

Aradhna 
Chetal 
Debjyoti 
Mukherjee 
Swapnil 
Kulkarni 
+15 members 

Joshua Bregler 
Debjyoti 
Mukherjee 
+12 members 

Abdul Rahman 
Sattar 
Saeed Akhter 
+10 members 

Galeal Zino 
+3 members 

<Vacant> 
+3 member 

** See Annex D on the groups and group members 
 

2.2 Greg Thomas reported on the ICAM group meeting (see meeting minutes 
https://docs.google.com/document/d/1EKddpDQaD85ToQx2Iry47MPpprrWf-3e8NTAaRq3tGM/edit. 
Note: Individual folders for each group are set up within the MCSPWG Public Document 
https://drive.google.com/drive/u/0/folders/1c9OV10sAQGFRMplsQALSrKNMtjqKx1CQ  
The Continuous Monitoring also had its first meeting 
https://drive.google.com/drive/u/0/folders/1Nau9A3Qtgq-s1NVYteiEFjK3C8Hur5rx  
 

3.   A discussion followed on challenges, dependencies, policies, and attributes for account.   

https://csrc.nist.gov/Projects/mcspwg/meetings
https://docs.google.com/document/d/1EKddpDQaD85ToQx2Iry47MPpprrWf-3e8NTAaRq3tGM/edit
https://drive.google.com/drive/u/0/folders/1c9OV10sAQGFRMplsQALSrKNMtjqKx1CQ
https://drive.google.com/drive/u/0/folders/1Nau9A3Qtgq-s1NVYteiEFjK3C8Hur5rx
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4. Action items for next meeting: 
 

a) There was no discussion if the bi-weekly meeting should be held at a different time 
than the current 3:00 PM ET.  This is due to a request from members who are 
located in a different time zone.   
 

b) Group Leads to provide a brief scope for each group. 
 
5. The next meeting will be in two weeks at 3:00 PM ET, March 28, 2022.  A recurring 

calendar invite had been disseminated prior to this meeting. 
 

5.    Meeting adjourned at 4:07 PM ET. 
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Annex A 

Meeting #3 Agenda 

 
Document #: MCS-PWG 2022-007  
 

NIST 
MULTICLOUD SECURITY PUBLIC WORKING GROUP (MCSPWG) 

DRAFT MEETING AGENDA 
March 14, 2022, 3:00 PM ET 

 
1. Welcome  
2. Review of meeting agenda  
3. Review of Meeting #3 (February 28) Minutes  
4. Discussion of work planning  

a. Groups and topics 
https://drive.google.com/drive/folders/19KC8Q2lJsdX4zntLesv67ySeGkmUU1eb i. SLACK 
communication  

ii. Group Leads discussion on their groups  
iii. Scope for each group  
iv. Groups – survey closed  

 
b. Meeting time  
c.  

 
5. Next meeting: March 28, 2022, 3PM ET  
6. Meeting adjournment  
 
Meeting logistics  
Date/Time: February 28, 3:00PM – 4:00 PM EST  
Web conferencing tool: https://bluejeans.com/825766225/2335  
Meeting ID: 825 766 225  
Participant Passcode: 2335  
Phone Dial-in:  
+1.202.795.9254 (US (Washington DC))  
+1.408.317.9254 (US (San Jose))  
To test your video connection: https://bluejeans.com/111  
 
Looking forward to the meeting.  
 
BR,  
MCSPWG Chairs 
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Annex B 

Meeting #3 Attendees 

 

  

  



MCS-PWG 2022-008-000  
MCSPWG Meeting Minutes for Meeting #4, March 14, 2022 
P a g e  | 5 
 

Annex C 

Meeting Chat 

Greg Thomas (ICAM ZTNA) HashiCorp3:06 PM 
ICAM met and our team really came together as a team. 
Greg Thomas (ICAM ZTNA) HashiCorp3:11 PM 
Identity Driven Mutually Authenticated Authorized Time-bound Encrypted in Transit Audited & Logged  
Chris Hughes3:13 PM 
Team - some solid resources from GSA/Federal CIO Council of Identity related to Zero Trust and Cloud 
released recently too. https://www.gsa.gov/blog/2022/03/09/achieve-zero-trust-capabilities-using-these-
cloud-identity-adoption-best-practices 
https://playbooks.idmanagement.gov/playbooks/cloud/ 
Goren, Ned (Fed)3:13 PM 
https://drive.google.com/drive/u/0/folders/1c9OV10sAQGFRMplsQALSrKNMtjqKx1CQ 
A.Chetal3:13 PM 
Sorry I m late 
Greg Thomas (ICAM ZTNA) HashiCorp3:14 PM 
Thanks Chris adding to terms and reference in the google folder for ICAM. 
A.Chetal3:18 PM 
Greg seems like I m not on your meeting invites 
for ICAM 
Can you please add me to the meeting invites? 
Greg Thomas (ICAM ZTNA) HashiCorp3:19 PM 
Of course! Could I also be added to Access Control? 😀😀 
@A.Chetal could you send me your e-mail you want on the cal invite? Or is it the same? 
A.Chetal3:20 PM 
Same 
I have sent you emails from that address 
Greg Thomas (ICAM ZTNA) HashiCorp3:20 PM 
Done! 
A.Chetal3:21 PM 
thanks and I sent the notes from initial meeting I had with KAty 
on ICAM 
Greg Thomas (ICAM ZTNA) HashiCorp3:21 PM 
Please let me know if you do not receive it. We are doing bi-monthly on Fridays. 
Jeff Roth3:21 PM 
With regards to TIC 3.0 can we have someone as a lead? 
Greg Thomas (ICAM ZTNA) HashiCorp3:21 PM 
Excellent. 
Victor Hickman3:22 PM 
@Greg, please add me as well. I never received the original invite. 
Greg Thomas (ICAM ZTNA) HashiCorp3:22 PM 
Ok on it! Do you want to slack me your e-mail or send here? 
Victor Hickman3:22 PM 
vhickman3@gmail.com 
Greg Thomas (ICAM ZTNA) HashiCorp3:23 PM 
Done! 
Victor Hickman3:24 PM 

https://www.gsa.gov/blog/2022/03/09/achieve-zero-trust-capabilities-using-these-cloud-identity-adoption-best-practices
https://www.gsa.gov/blog/2022/03/09/achieve-zero-trust-capabilities-using-these-cloud-identity-adoption-best-practices
https://playbooks.idmanagement.gov/playbooks/cloud/
https://drive.google.com/drive/u/0/folders/1c9OV10sAQGFRMplsQALSrKNMtjqKx1CQ
mailto:vhickman3@gmail.com
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Received, thanks. 
Chris Hughes3:25 PM 
Abdul - Can we also have ConMon include Security Control Compliance Monitoring in scope as well, it's 
especially relevant for some of our public sector folks 
Greg Thomas (ICAM ZTNA) HashiCorp3:26 PM 
👍👍 I agree 
A.Chetal3:26 PM 
Exactly what Michaela is saying 
Greg Thomas (ICAM ZTNA) HashiCorp3:28 PM 
To follow the executive order they would need global identity so really it would need to be in Multi-Cloud for 
the S.A.... Correct? 
Erik Johnson3:30 PM 
Agree wiht Michaela that commonality and a holistic perspective on ConMon is important, even if there are 
multiple ATO boundaries 
Chris Hughes3:31 PM 
Team, I unfortunately have to hop at 3:30 today. That said, it is really exciting to see us starting to form into 
teams, get an idea of areas of focus and more. I'll be active in Slack and look forward to continuing to 
collaborate! 
Erik Johnson3:31 PM 
Including not just logging, but also ICAM, incident response, config/change management, etc. 
Greg Thomas (ICAM ZTNA) HashiCorp3:31 PM 
Thanks Chris! 
Abdul Rahman Sattar3:31 PM 
https://docs.google.com/document/d/1A47jwayF25i6gph13ZlaT-EgVMcKEP-Xbzuffemaogo 
Sergio Pozo (VMware)3:37 PM 
@a Chetal where is the document? Trying to find it in Google Drive 
Saif Azwar3:38 PM 
I have to drop, thanks everyone. 
A.Chetal3:43 PM 
Not on google drive, this is my notes so far we have not had a meeting yet 
A.Chetal3:47 PM 
I was not done :) 
Jenn Bergstrom3:48 PM 
May I get invited to the meeting for ATO? 
Abdul Rahman Sattar3:48 PM 
@A.Chetal, I need to send the email to nist to add me to AC group but can you add me to the doodle poll you 
started for the AC group meeting? 
Jenn Bergstrom3:48 PM 
I'm a late addition... 
A.Chetal3:48 PM 
yes I will add you Abdul 
Abdul Rahman Sattar3:49 PM 
sure, i will dm you my email over slack 
Erik Johnson3:49 PM 
Can all the environments be guaranteed to have the same Authorizing Official? 
Abdul Rahman Sattar3:49 PM 
thanks @A.Chetal 
A.Chetal3:50 PM 
I have to drop Thanks. 

https://docs.google.com/document/d/1A47jwayF25i6gph13ZlaT-EgVMcKEP-Xbzuffemaogo
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Abdul Rahman Sattar3:51 PM 
need to drop. Thanks all. 
Greg Thomas (ICAM ZTNA) HashiCorp3:51 PM 
Great discussion here. I see you stayed! 😀😀 
Jenn Bergstrom3:53 PM 
I'm not in the Slack yet either. How can I get into that community? 
Kapil Bareja3:58 PM 
Hi Kapil here! Joined this group. First timer and happy to contribute 
Emil Ivanov (Booz Allen Hamilton)3:58 PM 
I do not have the invite for the ATO meeting either. Thanks 
Bev4:01 PM 
I didn't receive ATO invite 
Don M4:01 PM 
I have to drop off, have a great day folks 
Greg Thomas (ICAM ZTNA) HashiCorp4:01 PM 
I have to drop great talking with everyone! 
Looking forward to the 28th and for more sub-group interactions. 
Erik Johnson4:04 PM 
Thank you 
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Annex D 

Groups and group members 

Topics Team Leads Members  
Zero Trust solutions in a 
multi-cloud ecosystem 
ICAM 

Gregory Thomas 
Katy Craig 

Abdul Rahman Sattar 
Andrea Knoblauch  
Annie Sokol 
Antonette Caldwell  
Aradhna Chetal 
Chris Hughes 
Jacob H. Rapp  
Jennifer Bergstrom 
Joseph Allen 
Justin Senseney  
 

Larisa Gabudeanu  
Michael Wasielewski  
Michaela Iorga 
Nedim Goren 
Robert George  
Saif Azwar  
Shahnawaz Backer  
Tom Soderstrom  
Victor Hickman  
Yew Hoong WONG 

Zero Trust solutions in a 
multi-cloud ecosystem 
ACCESS CONTROL 

Aradhna Chetal 
Debiyoti 
Muherjee 
Swapnil Kulkarni 

Abdul Rahman Sattar 
Annie Sokol 
Brian Panarello 
Chris Hughes 
Daniel Gomez 
Don Sheppard 
Galeal Zino 
Jacob H. Rapp 
Jeffrey Bond 
Jennifer Bergstrom 
Joe N. Montoya 
Joseph Allen 
Justin Senseney 
 

Krishna Nekkalapudi 
Michaela Iorga 
Nedim Goren 
Nida Davis 
Pam Yurczyk 
Priyank Devenraj 
Rakesh Sharma 
Sergio Pozo Hidalgo 
Stefan Avguostakis 
Tim Silk 
Victor Hickman  
Vikas Malhotra 
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Topics Team Leads Members  
Authorization/Certification 
of multi-cloud solutions – 
RISK MANAGEMENT 

Joshua Bregler 
Debjyoti 
Mukherjee 

Aaron Mueller 
Abdul Rahman Sattar 
Annie Sokol 
Bev Corwin  
Billy Leung 
Chris Hughes 
Emil Ivanov 
Erik Johnson 
Jason McKenzie 
Jennifer Bergstrom 
Joe N. Montoya 
 

Jose Gomez 
Joseph Allen 
Justin Senseney 
Karthik Balasubramanian 
Michaela Iorga 
Nathan Sowatskey 
Nedim Goren 
Tom Bowyer 
Tom Wollard 
Vikas Malhotra 

Authorization/Certification 
of multi-cloud solutions – 
CONTINUOUS 
MONITORING 

Abdul Rahman 
Sattar 
Saeed Akhter 
 

Aaron Mueller  
Amit Kandpal  
Annie Sokol 
Brad Schulteis  
Carmen Menendez  
Chris Hughes 
Daniel Wanjohi  
Eric Kostia  
 

John-Luc Bakker  
Joseph Allen 
Justin Senseney 
Michael Fasere  
Michaela Iorga 
Nedim Goren 
Roupe Sahans 
Sergio Pozo-Hidalgo 
Swapnil Kulkarni 
 

TIC 3.0 Galeal Zino Annie Sokol 
Chris Hughes 
Christian Baer 
Jeff Roth 
Joseph Allen 
Justin Senseney 
Michaela Iorga 
Nedim Goren 
Victor Hickman 
 

 

NO SLACK GROUP 
CREATED 
Data Exchange Security for 
Interconnected CSPs 

Galeal Zino Christophe Parisel 
Jennifer Bergstrom 
 

 

 

 

 


